
ATTACHMENT – I 

(See regulation 2) 

 

PUBLIC PROCUREMENT REGULATORY 

AUTHORITY (PPRA)  
 

CONTRACT AWARD PROFORMA – I   
 

 

To Be Filled And Uploaded on PPRA Website In Respect of All 

Public Contracts of Works, Services and Goods 
 

 
 NAME OF THE ORGANIZATION/DEPTT: Zarai Taraqiati Bank Limited 

 FEDERAL / PROVINCIAL GOVT: Federal 

 TITLE OF CONTRACT: Acquisition of Managed WAN Connectivity Services for ZTBL 

 TENDER NUMBER: ZTBL-13-2023 

 BRIEF DESCRIPTION OF CONTRACT: Managed WAN connectivity for all branches 

having Primary media (Preferably fiber optic) and Secondary media (Wireless 

[Radio/LTE/VSAT/etc.]) along with Auto Failover, with support of Router/Firewall and 

Switch as a turnkey solution in all branches. 

 

 TENDER VALUE: M/s PTCL - Rs. 1,038,165,250.00 (incl. tax) 

         

 ENGINEER’S ESTIMATE: N/A 
   (for civil Works only) 
 

 ESTIMATED COMPLETION PERIOD:  

Description  
Required delivery from date of Contract 

Award  
Location  

Project Initiation Phase   

(Project completion road 

map with timelines)  

Within 15 working Days.  

 

(timelines should be within  ZTBL timelines, 

as below) 

ZTBL Branches,  

Zonal Offices & other 
Sites mentioned in  

Annexure Z-C  

Successful Deployment of 

connectivity as per scope.  

Within Twelve (17) months after signing of 

Contract @ 30 branches per month 

(Calendar Days) 

(if bidder failed to install 30 branches per 

month, LDC shall be applicable @ rate of 

0.5% value of the value of the relevant 



items/services) 

 

Go-Live/Billing date of the 

solution.  

Within Fifteen (15) Days after the 

deployment of every 40 branches/Month as 

per ZTBL requirements.  

Connectivity services as 

per SLA to be provided by 

the bidder  

Five (05) Years, from the date of contract 

signing as per BOQ)  

Replacement of Hardware 

(On need basis) 

Immediately. Vendor will be responsible to 

install permanent replacements. 

 

 

 WHETHER THE PROCUREMENT WAS INCLUDED IN ANNUAL  PROCUREMENT 

PLAN?        Yes / No 

 
 ADVERTISEMENT: 

 

(i) PPRA Website: Date: 11.12.2023, PPRA’S Reference No:TS527415E 
 

         (Federal Agencies)  (If yes give date and PPRA’s tender number)     Yes/ No         
 

(ii) News Papers: Express & The News,  
Date: 09.12.2023  

             

   (If yes give names of newspapers and dates)                    Yes/ No 

 
 TENDER OPENED ON (DATE & TIME): 29.12.2023 at 11:30 AM  

 

 NATURE OF PURCHASE:                        Local / International 

 

 EXTENSION IN DUE DATE (If any):      Yes /No 

 
 NUMBER OF TENDER DOCUMENTS SOLD: The tender was published on PPRA 

EPAD System. Bidders have downloaded the bid documents from PPRA EPAD 
System free of cost. 

 

 WHETHER QUALIFICATION CRITERIA  

 WAS INCLUDED IN BIDDING/TENDER DOCUMENTS:   Yes / No  

 (If yes enclose a copy). 
 

 WHETHER BID EVALUATION CRITERIA  

  WAS INCLUDED IN BIDDING/TENDER DOCUMENTS:   Yes / No  

  (If yes enclose a copy). 
 

 WHICH METHOD OF PROCUREMENT WAS USED: - (Tick one) 



 
a) SINGLE STAGE – ONE ENVELOPE PROCEDURE ________  

 
b) SINGLE STAGE - TWO ENVELOPE PROCEDURE. ________ 

c) TWO STAGE BIDDING PROCEDURE. ___________________ 
 

d) TWO STAGE – TWO ENVELOPE BIDDING PROCEDURE___ 

 
- PLEASE SPECIFY IF ANY OTHER METHOD OF PROCUREMENT WAS 

ADOPTED WITH BRIEF REASONS (i.e EMERGENCY, DIRECT CONTRACTING, 

NEGOTIATED TENDERING ETC.) 

- WHO IS THE APPROVING AUTHORITY: Administrative & Financial approval 

accorded by President/CEO ZTBL 

 WHETHER APPROVAL OF COMPETENT AUTHORITY WAS OBTAINED  FOR 

USING A METHOD OTHER THAN OPEN COMPETITIVE BIDDING: N/A 

 

 NUMBER OF BIDS RECEIVED: 02 

 

 WHETHER THE SUCCESSFUL BIDDER WAS LOWEST BIDDER: Yes / No  

 

  WHETHER INTEGRITY PACT WAS SIGNED:     Yes / No 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



ATTACHMENT – II 

(See regulation 2) 
 

 

PUBLIC PROCUREMENT REGULATORY 

AUTHORITY (PPRA) 
 

 

CONTRACT AWARD PROFORMA – II 
 

 

To Be Filled And Uploaded on PPRA Website In Respect of All 

Public Contracts of Works, Services & Goods 
 

 

 NUMBER OF BIDDERS PRESENT AT THE TIME OF OPENING OF BIDS: 02 
 
 

 

 NAME AND ADDRESS OF THE SUCCESSFUL BIDDER:  

 M/s PTCL, PTCL Corporate Services, F-8/1 Exchange, Nazimuddin Road, 

Islamabad. 

 

 RANKING OF SUCCESSFUL BIDDER IN EVALUATION REPORT  
 (i.e. 1st, 2nd, 3rd EVALUATED BID): 1st Lowest Evaluated Bidder  

 

 NEED ANALYSIS (Why the procurement was necessary?): Managed WAN 

connectivity for all branches having Primary media (Preferably fiber optic) and 

Secondary media (Wireless [Radio/LTE/VSAT/etc.]) along with Auto Failover, with 

support of Router/Firewall and Switch as a turnkey solution in all branches. 
  

 

 IN CASE EXTENSION WAS MADE IN RESPONSE TIME, WHAT WERE THE 

REASONS (Briefly describe) 

 WHETHER NAMES OF THE BIDDERS AND THEIR PRICES WERE READ OUT AT 

THE TIME OF OPENING OF BIDS:     Yes / No  

 
 

 DATE OF CONTRACT SIGNING: 01.08.2024 
 (Attach a copy of agreement) 
 

 CONTRACT AWARD PRICE: M/s PTCL - Rs. 1,038,165,250.00 (incl. tax) 

 
 WHETHER COPY OF EVALUATION REPORT GIVEN TO ALL 



BIDDERS:          Yes / No 

 (Attach copy of the bid evaluation report)  
 

 ANY COMPLAINTS RECEIVED:       Yes / No 

 (If yes result thereof) 
 

 ANY DEVIATION FROM SPECIFICATIONS GIVEN  

 IN THE TENDER NOTICE/DOCUMENTS:     Yes / No 

 (If yes give details)         
   

 DEVIATION FROM QUALIFICATION CRITERIA:    Yes / No 

(If yes give details)       
  

  
 SPECIAL CONDITIONS, IF Any:  Nil 

  

 

 

 

 

 

 

[F.No.2/1/2008PPRA-RA.III] 

 

 



Bidder Qualification Criteria Form 
 

S# Condition Requirement/ Document to 

be attached 

Enclosed

? Yes/ 

No 

Proposal 

Page Ref. 

1 Authorization of Tender All pages are duly signed & stamped 

by authorized personnel of bidder 

  

2 Bid Validity is 120 Days Clearly mention in the Bid   

3 Bid Security Bid Security as specified in Section 

14  is attached 

  

4 Bidder must attach Title Page of 

Bidding Document containing serial 

number and original stamp/signature 

of issuing authority 

Bidder must attach Title Page of 

Bidding Document containing serial 

number and original stamp/ signature 

of issuing authority 

    

5 Compliance of Scope of Work 

SECTION V 

Bidder shall provide compliance 

statement of scope of work (Section 

V), on letter head.   

  

6  

I Documents required in ITB 11 of bid 

document 

Evidence/Proof of documents 

mentioned in the ITB-11 of Bid 

Document 

  

ii Media Link Feasibility for All sites 

mentioned in the Annexure - Sites 

Bidder should confirms on his letter 

head to provide connectivity on any 

medium at all sites mentioned in 

Annexure-Sites 

  

iii Minimum mandatory requirement of 

media links  

 

(The provided sites are categorized 

on the basis of preference media 

therefore the sites should not be less 

than mentioned media sites.  For 

example, In case bidders provides 

more sites for fibers the remaining 

media sites will be reduced in next 

category accordingly) 

Media No. of Sites 
Primary Links 
Fiber 270+ 
Radio 100+/- 
Copper/LTE 101+/- 
VSAT 30+/- 
Backup Links 
Radio 300+ 
Copper/LTE 150 +/- 
VSAT 50+/- 

 

   

iv Proposed Branch level 

Router/Firewall presence in Gartner 

SD-WAN Quadrant  

Should be present  in Leaders or 

Challengers Quadrant in latest 

published Gartner Magic Quadrant 

  

v Proposed Core Firewall presence in 

Gartner Network Firewall quadrant  

Should be present in Leaders or 

Challengers Quadrant in latest 

published Gartner Magic Quadrant  

  

vi Bidding firm should have existence 

in Pakistan for the last 10 years. 

Certificate of Incorporation 

/Registration of business in Pakistan 

  

vii Past Experience of providing same 

services connectivity and support 

services of firewall/Routers in 

Banking Sector  

(Min 100 branches per reference) 

Purchase Orders/SLAs etc.   

viii Income tax (NTN) Certificate. Valid Income Tax (NTN) Certificate 

with FBR Active Tax Payer Status 

printout 

  



ix Sales Tax Registration Certificate  Valid Tax Registration Certificate 

with FBR Active Tax Payer Status 

printout 

  

x Audit report for last 3 years 

 

Audit report is required   

xi Manufacturer Authorization Letter 

for the network equipment from 

respective OEM 

MAL Letter by OEM     

xii Submission of undertaking on legal 

valid and attested stamp paper that 

the firm is not blacklisted by any of 

Provincial or Federal Government 

Department, Agency, Organization 

or autonomous body or Private 

Sector Organization Anywhere in 

Pakistan 

Affidavit on Stamp Paper   

xiii Bidder must have their own Network 

Operations Center (NOC) to provide 

managed services.  

Evidence of NOC room   

xiv Financial Soundness  100 million annual turn over   

 

 

By signing this Form, we hereby declare that all information provided above is correct by the best of our 

knowledge.  

 

We accept all terms and conditions of bidding document and the Procurement Contract as specified in the 

bidding document and the advertisement. 

 

Signatures of Authorized Person 

 

Name______________________ 

 

Designation_________________ 

 

Vendor Name_________________ 

 

 



Evaluation Criteria 

 
Technical Specification Compliance Form 

 
Links Details : Compliance Status 

(Yes/No) [page ref. of 

proposal] 

A: Fiber Optic Link 

 

 

 

Bandwidth =            4 Mbps CIR 

Media =                      Fiber optic 

Technology =           VPN (MPLS L3) 

CPE deployment =   Ethernet hands-off 

 

B: ISM Radio Link 
 

Bandwidth =            4 Mbps CIR 

Media =                      ISM Radio Link 

Technology =           VPN (MPLS L3) 

CPE deployment =   Ethernet hands-off 

 

C: VSAT Link 

Bandwidth =             UL/DL = 512 Kbps / 2 Mbps 

Media =                       Microwave 

Technology = VSAT (DVB) Multi spot beam/Heights 

CPE connectivity =   Ethernet hands-off 
 

 

D: LTE Link 

Bandwidth =             2 Mbps (Unlimited Volume) 

Media =                       Microwave 

Technology =            GSM/4G 

CPE connectivity =   Ethernet hands-off 
 

 

E: Wired Media (Copper etc.) 

Bandwidth =             4Mbps 

Media =                      Copper 

Technology =             ADSL 

CPE connectivity =   Ethernet hands-off 
 

 

Sr # Technical Specifications (Links)  Compliance Status 

(Yes/No) [page ref. of 

proposal] 

1  Bidder is required to provide MPLS L3 connectivity 

between branch and following aggregation sites:  

 ZTBL Co-located Primary Data Center, Multinet, 

Islamabad   

 ZTBL Co-located DR Site, PTCL Commercial 

Datacenter, Wafaqi Colony, Lahore  

  

Provide 

acknowledgment for 

this requirement with 

proper reference (page 

No) in the proposal 

2 Bidders are required to provide dual fiber from different Provide 



paths at both aggregation sites (Primary DC and DR Site) 

with auto-switching mechanism. Both aggregation sites 

must be capable of auto-switching traffic in case of any 

outages at any of the aggregation link/site.  

acknowledgment for 

this requirement with 

proper reference (page 

No) in the proposal 

3 Bidders are required to ensure that bandwidth for 

Aggregation Sites are only fiber last mile and must suffice 

the aggregate traffic peaks. It should be capable of 

upgrading periodically to ensure that NO PACKET LOSS 

and LATENCY issues occurs. 

Provide 

acknowledgment for 

this requirement with 

proper reference (page 

No) in the proposal 

4 Bidder must provide confirmation to have its own 

Field/support team for managed services. 

Provide 

acknowledgment for 

this requirement with 

proper reference (page 

No) in the proposal. 

5 Bidder will be responsible for delivery of any media 

equipment, faulty part replacement and other accessories as 

and when required at designated sites without any cost to 

Bank throughout the contract tenure. Transportation or 

additional cost so incurred during the contract period will 

be borne by the bidder. 

Undertaking for above 

mention requirement 

must be provided with 

proper reference (page 

No) in the proposal 

6 Bidder’s NOC must have a 24x7 NMS to monitor its 

supplied connectivity's, bandwidth consumption and 

remote site up/down status. Bidder will provide its 

extended support to Bank by providing web interface of its 

NMS system to monitor, log complains and align its 

officials, hence follow up till complain resolution. 

Provide undertaking 

with proper reference 

(page No) in the 

proposal 

7 Quarterly service review meeting will be conducted with 

Service provider's higher management to discuss complain 

calls log, disputed issues, etc.. 

Provide 

acknowledgment for 

this requirement with 

proper reference (page 

No) in the proposal 

8 Bidder must ensure Bandwidth upgrade provisioning for 

ZTBL’s future requirement. 

 

Undertaking for above 

mention requirement 

must be provided with 

proper reference (page 

No) in the proposal 

9 For Radio Links: All equipment should be PTA type 

approved. 

Undertaking for 

mention requirement 

must be provided with 

proper reference (page 

No) in the proposal. 

10 For Satellite Links: Bidder must  ensure end to end secure 

connectivity for satellite links based on encryption 

algorithms i-e: AES-256, IKV2 & strong hashing 

algorithms MD5, SHA-1, SHA-2 over non internet profile 

including all interfaces. 

Undertaking for 

mention requirement 

must be provided with 

proper reference (page 

No) in the proposal. 

11 For LTE Links: Bidder must ensure end to end secure 

connectivity as per industry practice over non internet 

profile including all interfaces. 

Undertaking for 

mention requirement 

must be provided with 

proper reference (page 

No) in the proposal. 



Technical Specifications for the Network Equipment 

The compliance for the network equipment along with the datasheets to be attached with the technical 

proposal. 

Description Specifications Compliance Status 
(Yes/No) [page ref. of 

proposal] 
Branch Router cum 
Firewall 

(For small 
Branches, 

 2-6 Users) 

5 x 1GE RJ45 Ports. 

1x USB Port for 3G/4G Dongles OR Sim insertion 
module 

1x Console (RJ45) Port. 

Firewall Throughput 5Gpbs 

Must support command to gracefully shutdown the 
device. 

The Device must have GUI, CLI and Console Interface 
to manage, troubleshoot and configure it. 

Must support IPsec VPN throughput of 4 Gbps or 
higher on AES256-SHA256 on (512Byte). 

 

The Device Should have support for SDWAN. 

 (Note: Subscription is not required) 

 

 Advanced Malware Protection 

 Intrusion Prevention 

 Application visibility Control 

 Security IPv4 Policies 

 

Must support routing protocols such as RIP,OSPF,IS-
IS, BGP, PBR etc. 

 

Following Features of Basic Firewall should enabled i-
e NAT, GRE, IPSEC,VPN, Point to multi Point VPN (i-e 
DSVPN/DMVPN), Hub and spoke with advanced 
encryption techniques i-e AES, DES, triple DES, MD5, 
SHA 

 

Must support traffic load-balancing on ISP link based on 

defined SLA parameters. 

Must support identification of traffic and then prioritize 

on the ISP links. 

 

Must support QoS/Traffic Shaping. 

Device must be able to provide statistics details of the 
CPU Temperature and System Temperature. 

 

Should able to manage from the centralized logging 
and management solution/platform. 

Device must be capable to Configure following 
features within individual ACL/Policy : 

 Security Policy Name 

 Source Interface(s) 

 Destination Interface(s) 

 Malware Protection Profile 

 

Branch Router cum 
Firewall 

(For large 

10 x 1GE RJ45 Ports. 

1x USB Port for 3G/4G Dongles OR Sim insertion 
module 

 



sites/Zonal Offices, 

 6-20 Users) 
1x Console (RJ45) Port. 

Firewall throughput 10Gbps 

Must support command to gracefully shutdown the 
device. 

The Device must have GUI, CLI and Console Interface 
to manage, troubleshoot and configure it. 

Must support IPsec VPN throughput of 5Gbps or 
higher on AES256-SHA256 on (512Byte). 

 

The Device Should have support for SDWAN. 

 (Note: Subscription is not required) 

 

 Advanced Malware Protection 

 Intrusion Prevention 

 Application visibility Control 

 Security IPv4 Policies 

 

Must support routing protocols such as RIP,OSPF,IS-
IS, BGP, PBR etc. 

 

Following Features of Basic Firewall should enabled i-
e NAT, GRE, IPSEC,VPN, Point to multi Point VPN (i-e 
DSVPN/DMVPN), Hub and spoke with advanced 
encryption techniques i-e AES, DES, triple DES, MD5, 
SHA 

 

Must support traffic load-balancing on ISP link based on 

defined SLA parameters. 

Must support identification of traffic and then prioritize 

on the ISP links. 

 

Must support QoS/Traffic Shaping. 

Device must be able to provide statistics details of the 
CPU Temperature and System Temperature. 

Should able to manage from the centralized logging and 

management solution/platform. 

Device must be capable to Configure following 
features within individual ACL/Policy : 

 Security Policy Name 

 Source Interface(s) 

 Destination Interface(s) 

Malware Protection Profile 

Branch Switch 24-
Port 

24GE Managed Switch with 4x1G Uplink Ports 

Minimum 12 port POE (Power 180W or higher) 
 

Should support 55Gbps of duplex switching capacity. 

Should support 80Mpps of duplex packet per second. 

 
Protocols: Access Security, DHCP relay, DHCP server, 
DHCP snooping, and DHCP security, L2 protocols, 
VLAN support and VLAN tagging, STP/Spanning tree, 
Web based, CLI device management, Remote 
configuration and maintenance using Telnet, SSH, 
SNMP, HTTP, Broadcast Control, QOS, Port Security 

 

 

 



Core Datacenter Firewalls: Quantity: 03 (Three)  

S. No  Features  Description  Compliance Status 
(Yes/No) [page ref. 
of proposal] 

1  Throughput  Throughput of said device must be at least 70 

Gbps or higher  

 

2  NGN Features  The platform should support next generation 

firewall feature set such as Application Visibility 

& Control and URL Filtering.  

The Firewall should be able to provide minimum 

10 Gbps of throughput with next Generation 

Firewall feature set, Application Visibility & 

Control and IPS.  

5 years IPS subscription should be part of the 

proposal  

 

3  Applications/SSL 

Inspection 

Throughput  

Should support more than 5000 applications / 6 

Gbps or higher 

 

4  Connections  The platform should support more than 7 Million 

concurrent sessions.  

Should support more than 500,000 new 

connections per second  

 

5  High Availability  Should support High availability Active-Active, 

Active-Standby VRRP  

 

6  Ports   8x 10GE SFP+ , 8x GE SFP, 18 x GE RJ45  

(SPF and SPF+ ports should be loaded with 

modules of 1GE  and 10GE respectively) 

 

7  Firewall Policies 10,000 or more  

8  VPN  Following Features of Basic Firewall should 

support i-e NAT, GRE, IPSEC,VPN, 

SSL/Remote VPN, Point to multi Point VPN (i-e 

DSVPN/DMVPN), Hub and spoke with 

advanced encryption techniques i-e AES, DES, 

triple DES, MD5, SHA1, SSL Off Loading 

 

Should support at least 5000 IPsec VPNs simultaneously  & SD-WAN   

Should Support minimum 500 SSL/Remote VPN, Subscription should be part of the 

bid.  

 

9  Memory  Should have at least 900 GB Storage ( SSD)  

10  Power  Should have Redundant power supplies   

11  Protocols  Should support routing protocols such as 

RIP,OSPF,BGP, PBR etc.  

 

Should support Telnet, SNMP, SSH, CLI etc.  

12  Licenses & Software  Licenses details for all features & virtual 

components details to be shared separately  

 

Version of software for supplied device should be latest release to support all 

required features  

 

 










































































































































